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Message from MDôs desk 

Dear Colleagues, 

As part of our endeavour to clearly lay down our policies and practices in the area of 

Human resources, I am pleased to launch this Human Resource (HR) Manual at 

Orient Paper, Amlai. 

This manual is intended to cover our values, vision and mission statements and 

various aspects of our Human resource practices & procedures. 

Obviously these practices and policies are subject to changes from time to time. 

I do hope that this will help our both existing employees and new Joinees in properly 

understanding our laid down policies & practices and make Orient Paper Mills a 

better place to work. 

 

Best Wishes 

 

M .L. Pachisia 
Managing Director  
 

 

 

Date:- 01st Aprilô 2017 
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Message from CEOôs desk                                                                                                                 

Dear Colleagues, 
 
Human Potential is what makes any Company great. We are pleased to have you as part of 
the working team member at Orient Paper. Our business unit and corporate support 
functions all work together to produce good results as a part of Unit of CK Birla Group. We at 
Orient Paper have clear articulated corporate strategy, Mission statement, Vision and Values 
and are fully aligned to the following principles. 
 

¶ Emerge as best cost manufacturer 

¶ Emphasize product driven focus 

¶ Expand global physical presence 

¶ Enhance financial strength 

¶ Leadership through Innovation & creativity  

¶ Integrity in our work 

¶ Customers are why we exist 

¶ Excellence in all we do 

¶ People make the difference 
 
We have a long-standing commitment to excellence, leadership and innovation. These are 
attributes that have served us well through more than 50 years of growth and they will 
continue to serve us in the future. We believe that success for both the employee and the 
Company is determined by employeesô ability to produce good quality products efficiently.  
 
We welcome employee suggestions for improvement, wherever that may be.We are 
committed to Lean Manufacturing at all levels of Orient Paper .The principles of ñLeanò are 
woven all through our strategy, vision and values. We strongly encourage you to make 
thinking ñLeanò a way of life during your career here at Orient Paper. 
 
We at Orient Paper work with a concept of ñ One Mind ï One Mission ï One Team ñThe 
combination of continuing innovations, quality products, lean thinking, and a strong corporate 
family structure coupled with Orient Paperôs outstanding team holds the path to progress. 
 
Glimpse of our HR manual is a small effort in the direction to give our new-comer the comfort 
to understand the organization well and settle down fast. 
 
Best wishes, 

 
Ajay Gupta 
Chief Executive Officer 

Date:- 01st Aprilô 2017 
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1.                            Vision Statement 
 

Enhance value to the Stake Holders by being a significant player in Manufacturing of 

Writing & Printing Papers and Market Leader of Tissue Papers offering complete 

satisfaction in Quality, Service and Competitive Pricing to Customers by continuous 

up-gradation of Technology & Cost Effectiveness. 
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2.                              Mission Statement 
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3.                                    Our Values 
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4.    Whistle Blower Policy 
 

1. INTRODUCTION 

 

Section 177 (9) of the Companies Act, 2013 read with Rule 7 of the companies 

(Meeting of Board and its powers) Rules 2014 and Clause 49 of the Listing 

Agreement mandates the company to constitute a vigil mechanism called the 

óWhistle Blower Policyô for Whistle Blower to report concerns about illegal or 

unethical practices, unethical behaviour, actual or suspected, fraud or violation of the 

Companyôs code of conduct or ethics policy. 

 

2. DEFINITIONS 

 

ñActò means the companies Act, 2013 

ñAudit Committeeò means Committee constituted by the Board of Directors of the 

Company in accordance with section 177 of the Companies Act, 2013 and Clause 49 

of the Listing Agreement with the Stock Exchanges. 

 ñCompanyò means Orient Paper & Industries Limited its subsidiaries, joint-ventures 

and associate companies, if any. 

ñDesignated Officerò means Company Secretary of the company. 

ñEmployeeò means every employee of the company (whether working in India or 

abroad). 

ñPolicyò means the Whistle Blower Policy. 

ñProtected Disclosure/ Disclosure(s)/ Wrongful Actò means any communication made 

in good faith that disclose or demonstrate information that may evidence illegal or 

unethical practices, unethical behaviour, actual or suspected, fraud or violation of the 

companyôs code of conduct or ethics policy. 

ñRulesò means the Companies (Meeting of Board and its powers) Rules, 2014. 

ñWhistle Blowerò means stakeholder(s) (as given in clause 49 of the Listing 

Agreement) including directors of the company and individual Employee(s) & their 

representative bodies who makes a protected Disclosure under this policy. 

ñWhistle Blower Committeeò means committee constituted by the Company 

consisting of at least three members viz: Managing Director, Chief Financial Officer 

and Head- Internal Audit. 

ñExceptional Circumstances/  Exceptional Natureò The protected Disclosure that is 

against the member(s) of the Whistle Blower Committee, the Designated Officer or 

employees and officers of the company who occupy designations that are superior/ 

senior to that of the designated officer/ members of the Whistle Blower Committee. 

 

3. OBJECTIVE  
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The company is committed to adhere to the highest standards of ethical, moral and 

legal conduct of Business Operations. To maintain these standards, the company 

encourages Whistle Blower who have concerns about illegal or unethical practices, 

unethical behaviour, actual or suspected, fraud or violation of the companyôs code of 

conduct or ethics policy to come forward and express these concerns without fear of 

punishment or unfair treatment. The Vigil (Whistle Blower) mechanism provides a 

channel to the whistle blower to report to the Audit Committee concerns about illegal 

or unethical practices, unethical behaviour, actual or suspected, fraud or violation of 

the companyôs code of conduct or ethics policy. The mechanism provides for 

adequate safeguards against victimization of Whistle Blower to avail the mechanism 

and also provide for direct access to the chairman of Audit Committee for the 

purpose in exceptional cases. 

 

This policy does not absolve the Whistle Blower from their duty of confidentiality in 

the course of their work nor does it permit them to raise malicious or unfounded 

allegations arising out of a personal situation. 

 

4. ELIGIBILITY 

 

All stakeholders including directors and individual Employee(s) & their representative 

bodies are eligible to make protected Disclosures under the policy. 

This policy is adopted by Board of Directors in their Meeting held on 5th November, 

2014. 

 

5. SCOPE 

 

The Whistle Blowerôs may report or raise any concern which he/she believes is 

Wrongful Act. Any allegation which falls within the scope of the policy will be 

seriously considered and investigated. 

 

These concerns would include but are not restricted to:- 

¶ Fraud, 

¶ Financial Malpractice, 

¶ Failure to comply with applicable legal requirements or Company policy, 

¶ Improper conduct or unethical behaviour, including breach of the Companyôs code of 

conduct, business integrity or ethics, 

¶ Attempts to conceal any material facts or misrepresentation, 

¶ Negligence causing substantial and specific danger to public health, safety or 

environment, 

¶ Any unlawful act whether criminal/civil, 

¶ Colluding with third parties/associates to exploit or cause harm to the company, and 

¶ Breach of terms and conditions of employment rules therof, 

¶ Manipulation of company data/records, 
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¶ Unauthorised use, access or disclosure of confidential/ proprietary information, 

¶ Abuse of authority, 

¶ Misappropriation or authorised use of company Funds/assets. 

 

Whistle Blower should not act on his/her own in conducting any investigative 

activities, nor he/she has a right to participate in any investigative activity other than 

as requested by the Whistle Blower Committee, Chairman of the Audit Committee or 

the investigators. 

 

 

6. PROCEDURE 

 

Reporting a concern: 
 

1. All protected Disclosures should be addressed to the Designated officer or in 

Exceptional Circumstances to the Chairman of the Audit Committee. 

 

The contact details of the Designated Officer are: 

Mr. Ram Prasad Dutta 

Company Secretary 

Orient Paper & Industries Limited 

Birla Building 

9/1, R.N. Mukherjee Road 

Kolkata 700001 

Email: cosec@orientpaperindia.com 

The contact details of the Chairman of the Audit Committee are as under: 

Name: Chairman of the Audit Committee 

C/o Mr. Ram Prasad Dutta 

Mailing Address: Birla Building, 9/1, R.N. Mukherjee Road, Kolkata 700001 

 

2. Protected Disclosures should be reported either through email or through letter in 

writing to Designated Officer any only through in writing to Chairman of Audit 

Committee, as the case may be. It should be either by typed or written in a legible 

handwriting in English, Hindi or in the regional language of the Whistle Blower, so as 

to ensure a clear understanding of the issues raised. 

 

3. The whistle Blower should endeavour to make the protected Disclosure, as soon as 

possible, after the Whistle Blower becomes aware of the illegal or unethical 

practices, unethical behaviour, actual or suspected, fraud or violation of the 

Companyôs code of conduct or ethics policy. 

 

mailto:cosec@orientpaperindia.com
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4. The protected Disclosure should be submitted under a covering letter signed by the 

whistle Blower in a closed and secured envelope and should be super scribed as 

ñProtected Disclosure under the Whistle Blower policy/ Vigil Mechanismò or sent 

through email with the subject ñ Protected Disclosure under the Whistle Blower 

policy/ Vigil Mechanismò. If the protected Disclosure is not super scribed and closed 

as mentioned above, the protected Disclosure will be dealt with as if it s a normal 

disclosure.  

 

5. If a protected Disclosure is received by any executive of the Company other than 

Designated Officer or Chairman of the Audit Committee, the same should be 

forwarded to the Designated Officer or Chairman of the Audit Committee for further 

appropriate action. Appropriate care must be taken to keep the identity of the Whistle 

Blower confidential. 

 

6. The covering letter should disclose the name and address of the Whistle Blower. 

 

7. In order to protect the identity of the Whistle Blower, the Designated Officer/ 

Chairman of the Audit Committee will not issue acknowledgement to the Whistle 

Blower and Whistle Blower is advised not to write his/her name/ address on the 

envelope nor enter into any further correspondence with the Designated Officer or 

Chairman of the Audit Committee. 

 

8. Anonymous disclosures may also be entertained in the manner set out in paragraph 

10 below. 

 

9. The protected Disclosure shall contain factual details and should not be speculative 

or in the nature of a conclusion, and should contain as much specific information as 

possible to allow for proper assessment of the nature and extent of the concern and 

the urgency of a preliminary investigative procedure. 

 

10. After receipt of the protected Disclosures by the Designated Officer, he/she shall 

forward the Disclosure(s) received to the Whistle Blower Committee. At least two 

members shall form the quorum of the Whistle Blower Committee. 

 

11. On receipt of a protected Disclosure, the Whistle Blower Committee or the Chairman 

of the Audit Committee or any person authorised by the Chairman of the Audit 

Committee on his behalf, as the case may be, shall detach the covering letter 

bearing the identity of the Whistle Blower and process only the protected Disclosure. 

 

12. All protected Disclosures should be addressed to the Designated Officer, or to the 

Chairman of the Audit Committee in Exceptional Circumstances. In the event the 

Designated Officer or the Whistle Blower Committee is of the opinion that the 

protected Disclosure is of an Exceptional Nature, the Designated Officer or the 
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Whistle Blower Committee may forward the protected Disclosure to the Chairman of 

the Audit Committee for further action. 

 

7. INVESTIGATION 

 

1. All protected Disclosures under this policy will be recorded and thoroughly 

investigated. The Whistle Blower Committee will be responsible for the investigation 

of protected Disclosures made to them and the Chairman of the Audit Committee or 

any person authorised by Chairman shall be responsible for the investigation of the 

protected Disclosures made to the Chairman of the Audit Committee. 

 

2. The Whistle blower Committee/ Chairman of the Audit Committee will carry out an 

investigation either himself/ herself or may authorise any other Officer of the 

Company/ Committee constituted for the same/ an outside agency. 

 

Investigations will be launched after a preliminary review, which establishes that the 

alleged act constitutes illegal or unethical practices, unethical behaviour, actual or 

suspected, fraud or violation of companyôs code of conduct or ethics policy. 

 

3. Delinquents will normally be informed of the allegations at the outset of a formal 

investigation and have opportunities for providing their inputs during the 

investigation. 

 

4. The identity of the delinquent and the Whistle Blowers shall be kept confidential by 

the persons involved in the investigation, to the extent possible, subject to applicable 

laws. 

 

5. The Chairman of the Audit Committee or the Whistle Blower Committee or any 

person (s) authorised by them, as the case may be, may call for further information 

or particulars from the Whistle Blower, the delinquent or any other person if it deems 

appropriate. 

 

6. Based on the investigation conducted, a report on the protected Disclosure, which 

establishes the culpability or lack thereof of the delinquent shall be prepared by the 

Whistle Blower Committee or the Chairman of the Audit Committee or the person 

conducting the investigation, as the case may be. The investigation shall be 

completed and the report shall be prepared within 60 days of the receipt of the 

protected Disclosure. The Audit Committee may at its discretion extend this time 

period. 

 

7. The Whistle Blower Committee or the Chairman of the Audit Committee or any 

person authorised by Whistle Blower Committee/ the chairman of the Audit 

Committee shall make a written record of the protected Disclosure. The record shall 
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include facts of the matter, comparative with previous complaints and outcomes, 

recommended disciplinary action etc. 

 

8. Unless there are compelling reasons not to do so, delinquents will be given the 

opportunity to respond to material finding contained in an investigation report. The 

investigation by itself would not tantamount to an accusation and is to be treated as 

a neutral fact finding process. 

 

9. Any member of the Audit Committee or the Whistle Blower Committee or other 

officer having any conflict of interest in relation to a protected Disclosure shall 

disclose his/her concern/ interest forthwith and shall not deal with the protected 

Disclosure. 

 

10. The delinquent and directors, other employees and stakeholders shall co-operate 

with the investigation. 

 

11. The delinquent shall not interfere with the investigation. Further, no evidence shall be 

withheld, destroyed or tampered and no witness shall be influenced, tutored, 

threatened or intimidated by the delinquent or any other person, prior to or during or 

after the investigation. 

 

 

 

8. DECISION AND REPORTING 

 

1. Any disciplinary or corrective action initiated against the delinquent as a result of the 

findings of an investigation pursuant to this policy shall adhere to the applicable 

personnel or staff conduct and disciplinary procedures. 

 

2. A quarterly report with number of complaints received under this policy and their 

outcome shall be placed before the Audit Committee and the Board. 

 

9. HARASSMENT OR VICTIMISATION 

 

1. No unfair treatment will be meted out to a Whistle Blower by virtue of his/her having 

reported a protected Disclosure under this policy. Protection will be given to Whistle 

Blower against any unfair practice including but not limited to retaliation, threat or 

intimidation of termination/ suspension of service, disciplinary action, transfer, 

demotion, refusal of promotion or any direct or indirect use of authority to obstruct 

the Whistle Blowerôs right to continue to perform his duties/ functions including 

making further disclosure. The company will take steps to minimize difficulties, which 

the Whistle Blower may experience as a result of making the Disclosure. 

 



14 
 

2. The identity of the Whistle Blower shall be kept confidential to the extent possible 

and permitted under law. Any Employee assisting in the said investigation shall also 

be protected to the same extent as the Whistle Blower. 

 

3. The Whistle Blower, the Chairman of the Audit Committee/ any person authorised by 

Chairman of the Audit Committee, the Whistle Blower Committee, the Designated 

Officer, the investigator and everyone involved in the process shall: 

 

I. Maintain complete confidentiality/ secrecy of the matter, 

II. Not discuss the matter in any informal/ social gatherings/ meetings, 

III. Discuss only to the extent or with the persons required for the purpose of completing 

the process and investigation, 

IV. Not keep the papers relating to protected Disclosure or the investigation unattended 

anywhere at any time, 

V. Keep the electronic mails/files under password, 

VI. If anyone is found not complying with the above, he/she shall be held liable for 

disciplinary action, 

 

4. If a Whistle Blower faces any retaliatory action or threat as a result of making a 

protected Disclosure he/she may immediately write to the Chairman of the Audit 

Committee who will recommend appropriate steps to protect the Whistle Blower from 

such retaliatory action and ensure implementation of such steps for the protection of 

the Whistle Blower. 

 

10. ANONYMOUS ALLEGATIONS 

 

This policy encourages Whistle Blower to put their name to allegations. However, 

Whistle Blower may raise concerns anonymously. Concerns expressed 

anonymously may be evaluated by the Whistle Blower Committee or the Audit 

Committee for investigation at its discretion. In exercising this discretion, the factors 

to be taken into account will include: 

 

¶ The seriousness of the issues raised, 

¶ The credibility of the concern, and 

¶ The likelihood of confirming the allegation from attributable sources. 

 

11. UNTRUE ALLEGATIONS 

 

1. In making a Disclosure, the Whistle Blower should exercise due care to ensure the 

accuracy of the information. If stakeholders, including directors and individual 

Employee(s) & their representative bodies make an allegation in good faith, which is 

not confirmed by subsequent investigation, no action will be taken against that 

individual. If however, Whistle Blower makes malicious or vexatious allegations, and 

particularly if he or she persists with making them despite the outcome of the 
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investigation, the Audit Committee may recommend action against the Whistle 

Blower. 

2. Whistle Blowers, who make three or more protected Disclosures, which have been 

subsequently found to be mala fide, frivolous, baseless, malicious, or reported 

otherwise than in good faith, will be disqualified from reporting further protected 

Disclosures under this policy. In respect of such Whistle Blowers, the Company/ 

Audit Committee would reserve its right to take/ recommend appropriate disciplinary 

action. 

 

12. OBLIGATIONS OF WHISTLE BLOWERS 

 

The duties of the Whistle Blowers shall include the following: 
 

1. Promptly reporting any illegal or unethical practices, unethical behaviour, actual or 

suspected, fraud or violation of the Companyôs code of conduct or ethics policy in 

time. Delay in reporting may lead to loss of evidence and also financial loss for the 

company. 

2. Although they are not required to provide proof, the Whistle Blowers must have 

sufficient cause for concern and submit evidence, to which they may have access, 

when called for. 

3. Avoid anonymity when raising a concern. 

4. Follow the procedures prescribed in this policy for making a Disclosure. 

5. Co-operate with investigators in maintaining full confidentiality 

 

13. RETENTION OF RECORDS 

 

All Disclosures in writing as well as all documents related to any investigation and 

the results of the investigation relating thereto shall be retained for a period of 7 

years. 

 

14. INFORMATION DISSEMINATION  

 

The details of establishment of such mechanism shall be disclosed by the Company 

on its website and in the Boardôs report. 

 

15. REVIEW OF THE POILCY 
 

The Board shall review the policy from time to time based on the changing needs 

and make suitable modifications as may be necessary. The Company reserves its 

right to amend or modify this policy in whole or in part, at any time without assigning 

any reason whatsoever. 

 

In case of any amendment(s), clarification(s), circular(s) etc. issued by the relevant 

authorities, not being consistent with the provisions laid down under this policy, then 

such amendment(s), clarification(s), circular(s) etc. shall prevail upon the provisions 
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hereunder and this policy shall stand amended accordingly from the effective date as 

laid down under such amendment(s), clarification(s), circular(s) etc. 

 

Date: 5th November 2014 

 

5.   Fraud Risk Framework Policy                                      

Background 

The purpose of the fraud risk framework policy is to detect, prevent and identify 

frauds and to develop an organizational response to its risks. It is the intent of OPIL 

to promote consistent organizational behaviour by providing guidelines and 

assigning responsibility for the development of controls and conduct of 

investigations. 

Fraud may be defined as ñ the use of deception to unjustly obtain a benefitò. The 

benefit obtained does not have to be money. It could be goods, services, favours or 

information. Corruption, which involves the abuse of power for personal gain, is also 

part of fraud under this definition. 

This corporate fraud policy is established to facilitate the development of controls 

that will aid in the detection and prevention of fraud. 

Scope of Policy 

This policy applies to any irregularity, or suspected irregularity, involving employees 

as well as consultants, vendors, contractors, customers, dealers, other outside 

agencies and employees of these organizations and/ or any other parties with a 

business relationship with OPIL (also called the company). 

Any investigative activity required will be conducted without regard to the suspected 

wrongdoerôs length of service, position/title, or relationship to the company. 

Policy 

Each member of the management team should be familiar with the types of 

improprieties that might occur within his or her area of responsibility, and be alert for 

any indication of irregularity. 

Any irregularity that is detected or suspected must be reported immediately to Head 

of the unit with a copy to the Managing Directorôs office. Such reports will be 

investigated by the person/s designated by the Head of the unit/ MDôs office. 

Actions Constituting Fraud 

¶ Theft or deliberate misuse of the organisationôs assets, 

¶ False accounting or making false statements to obtain a benefit (for example, 
an employee falsely claiming an allowance, or a supplier presenting false invoices 
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for payment or an employee colluding with a supplier/ buyer to extend any undue 
favours resulting in loss to the organisation), 

¶ Offering or taking gifts or other benefits in order to influence decisions or gain a 
personal advantage, 

¶ Unauthorised use of an organisationôs name or authority to gain a personal 
benefit, 

¶ The destruction, removal or inappropriate use of an organisationôs records, 

¶ Unauthorised disclosure of information gained through employment with the 
organisation, and 

¶ Any other dishonest or fraudulent act 
 
The terms defalcation, misappropriation, and other fiscal irregularities refer to, but 
are not limited to: 
 

¶ Any dishonest or fraudulent act 

¶ Misappropriation of funds, securities, supplies, or other assets 

¶ Impropriety in the handling or reporting of money or financial transactions 

¶ Profiteering as a result of insider knowledge of company activities 

¶ Disclosing confidential and proprietary information to outside parties 

¶ Disclosing to other persons securities activities engaged in or contemplated by the 
company 

¶ Accepting or seeking anything of material value from contractors, vendors, or 
persons providing services/materials to the company. Exception: Gifts less than Rs. 
5000 in value 

¶ Destruction, removal or inappropriate use of records, furniture, fixtures and 
equipment and/or 

¶ Any similar or related irregularity 
 
 
 
 
 

Other Irregularities 
 
Irregularities concerning an employeeôs moral, ethical, or behavioural conduct should 
be resolved by departmental management and the Employee Relations Unit of 
Human Resources rather than the Fraud Management Process. 
 
If there is any question as to whether an action constitutes fraud, the matter should 
be reported to the head of the unit for guidance. 
 
Investigation Responsibilities  
 

The person/s assigned to investigate the suspected fraud will have the primary 

responsibility for investigation as defined in the policy. If the investigation 

substantiates that fraudulent activities have occurred, investigation authority will 

issue reports to appropriate designated personnel and, if appropriate, to the Board of 

Directorôs through the managing directorôs office or the Audit Committee. 
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Decisions to prosecute or refer the examination results to the appropriate law 

enforcement and/or regulatory agencies for independent investigation will be made 

in conjunction with legal counsel and senior management, as will final decisions on 

disposition of the case. 

 

Confidentiality 

The management will treat all information received confidentially. Any employee who 

suspects dishonest or fraudulent activity will notify to the designated authority 

immediately, and should not attempt to personally conduct investigations or 

interviews/ interrogatives related to any suspected fraudulent act (See Reporting 

Procedure section below). 

Investigation results will not be disclosed or discussed with anyone other than those 

who have a legitimate need to know. This is important in order to avoid damaging the 

reputations of persons suspected but subsequently found innocent of wrongful 

conduct. 

Authorization for Investigating Suspected Fraud 

Members of the investigation unit will have: 

¶ Free and unrestricted access to all company record and premises, whether owned or 

rented, and 

¶ The authority to examine, copy, and/or remove all or any portion of the contents of 

files, desks, cabinets and other storage facilities on the premises without prior 

knowledge or consent of any individual who might use or have custody of any such 

items or facilities when it is within the scope of their investigation. 

Reporting Procedures 

Great care must be taken in the investigation of suspected improprieties or 

irregularities so as to avoid mistaken accusations or alerting suspected individuals 

that an investigation is under way. 

An employee who discovers or suspects fraudulent activity will contact the 

designated authority immediately. The employee or other complainant may remain 

anonymous. No information concerning the status of an investigation will be given 

out. The proper response to any reference inquiries is: ñ I am not at liberty to discuss 

this matter.ò Under no circumstances should any reference be made to ñ the 

allegation, ñthe crimeò, ñthe fraudò, ñthe forgeryò, ñthe misappropriationò, or any other 

specific reference. 

The reporting individuals should be informed of the following: 
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¶ Do not contact the suspected individual in an effort to determine facts or demand 

restitution. 

¶ Do not discuss the case, facts, suspicions, or allegations with any-one unless 

specifically asked to do so by the designated authority. 

Termination 

If an investigations results in a recommendation to terminate an employee or take 

action against the offending contractor/supplier or buyer, the recommendation will be 

reviewed for approval by the designated authority in consultation with concerned 

senior executives before any such action is taken. Should the accused believe the 

management decision to be inappropriate, the facts will be presented to executive 

level management for a decision, which will be final and binding. 

Administration  

MD of OPIL will be responsible for the administration, revision, interpretation, and 

application of this policy. The policy will be reviewed from time to time and revised as 

needed. 

 

           M.L. Pachisia 

        (Managing Director) 

Date: 30-10-2015 

Place: Kolkata 

 

 

6.   Communication Policy  

1.0  Purpose  

This policy is to establish guidelines for Orient Paper & Industries Ltd (ñOPILò) for 
communications by the Company, including the release of material information about 
the Company with respect to such persons like Company stockholders, other 
investors, brokers, investment advisers, investment companies, rating agencies, 
analysts and others within the investment community and also the media.  

2.0  Scope 

This policy applies to all OPIL personnel with respect to all information (general, 
confidential, or material) in whatever form or means, regarding the Company that is 
shared between the Company, OPIL personnel, and other parties. 

3.0  Objectives 
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Ensure material information is disclosed in a timely, consistent, and appropriate 
manner. Provide guidelines for the broad dissemination of material information 
pursuant to all applicable legal requirements.  
 
Prevent the improper use or premature disclosure of confidential material 
information.  
Provide direction for all OPIL personnel in the appropriate treatment of material, 
confidential, general, and routine Company information.  
 
The Company has an obligation to ensure that all information material to the 
business and affairs of the Company is disclosed to the public in an appropriate 
manner. This policy will assist the Company in satisfying the objectives above, and in 
assigning responsibility for the implementation and oversight of these policies and 
procedures.  

4.0 Investment Community Inquiries  

Company Representatives receiving any inquiries from the Investment Community 
shall not respond to such inquiries other than to refer the inquirer to the appropriate 
designated authority as specified in clause 6.1 below. If a Company Representative 
believes that there may have been an unintentional disclosure of material non-public 
information, he or she must immediately notify the Chief Financial Officer or MD of 
the incident to determine the appropriate course of action.  

5.0 Disclosure of Information  
 
The Company is committed to timely, accurate, and complete disclosure of material 
information in an appropriate manner. The Company recognizes that it must meet 
the disclosure expectations of external stakeholders and the continuous disclosure 
obligations prescribed by securities legislation.  
 
In the normal course of business, the Company will make all financial information 
filings as required by securities legislation. This includes, but is not limited to, 
quarterly and annual financial statements, quarterly and annual MD&A, annual 
reports, and news releases. The Company considers these documents material 
information.  
 
It is important to ensure that selective disclosure of material information does not 
occur. Thus, up to such time as it is broadly disclosed to the investing public, 
material information will be considered confidential material information.  

Material information includes both material changes and material facts. 

5.1. Confidential Material Information  

Any information concerning the Company is considered material if there is a 
substantial likelihood that a reasonable investor would consider it important in 
determining whether to buy, sell, hold, or engage in other transactions involving the 
Company's securities. Although not intended to be a comprehensive list, the 
following are examples of information that could be deemed material if supported by 
the relevant facts existing at the time of determination:  
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¶ Financial results  
¶ Projections of future earnings or losses, or other earnings guidance  
¶ Changes to previously announced earnings guidance, or the decision to suspend 

earnings guidance  
¶ A pending or proposed merger, acquisition, divestiture or joint venture  
¶ A pending or proposed acquisition or disposition of a significant asset  
¶ A Company restructuring  
¶ Impending bankruptcy or financial liquidity problems  
¶ Gain or loss of a customer or supplier  
¶ Changes in dividend policy or a stock repurchase program implementation  
¶ New product or service announcements of a significant nature or other major 

marketing changes  
¶ Stock splits  
¶ Bank borrowings or other financing transactions out of the ordinary course of 

business, including pending or proposed equity or debt offerings  
¶ Litigation exposure due to actual or threatened litigation or settlements or 

resolution of such litigation  
¶ Processing or other errors  
¶ Privacy violations or issues  
¶ Developments regarding regulatory issues or government agency investigations, 

inquiries, proceedings or reviews  
¶ Information regarding the number or mix of tax returns prepared  
¶ Changes in debt ratings  
¶ Write-downs in assets or increases in reserves  
¶ Changes in senior management  
¶ The imposition of a ban on purchasing or selling, or engaging in any other 

transactions involving, Company-Related Securities  

 

 

5.2  Material Changes  
 

¶ Material changes in the business are required by law to be immediately 

broadly disclosed by the Company once the change has occurred. Material changes 

initiated by the Company are considered to have óoccurredô once the decision has 

been made to implement them, regardless of Board of Directorsô approval, if the 

Company thinks it is probable that the Board of Directors will approve 

implementation. This includes any and all significant Company changes that 

potentially impact the perceived or real value of the Company, such as purchases or 

modification of major assets and future plans for service development.  

¶ Securities legislation permits a company to delay disclosure of a material 

change and to keep it confidential temporarily where immediate release of the 

information would be unduly detrimental to the companyôs interests. For example, 

immediate disclosure might interfere with the companyôs pursuit of a specific 

objective or strategy, with ongoing negotiations, or with its ability to complete a 

transaction. If the harm to the companyôs business from disclosure outweighs the 
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general benefit to the market of immediate disclosure, withholding disclosure is 

justified.  

¶ The MD and CFO are the authority on whether or not information constitutes a 

material change. Prior to withholding disclosure of a material change, the MD and 

CFO will consult legal counsel for concurrence, and to ensure that the administrative 

requirements of applicable securities legislation are met. Material changes will be 

broadly disclosed by way of a news release. Unfavourable news will be disclosed 

just as promptly and completely as favourable news. The news release will contain 

enough detail to enable the media and investors to understand the substance and 

importance of the change being disclosed. Securities legislation requires that when a 

material change occurs, a material change report will be filed as soon as practicable. 

The Company Secretary will ensure required material change reports are filed in 

accordance with securities legislation. Until such time as public disclosure is 

complete, in order to prevent selective disclosure, material changes will be 

considered confidential material information.  

5.3  Material Facts  
 
Until such time as public disclosure is complete, in order to prevent selective 
disclosure, material facts will be considered confidential material information.  
 
Please note that tipping and insider trading provisions apply to both material facts 
and material changes.   
 
5.4 Materiality Determinations  

There is no simple standard or test for determining materiality of information. When 
assessing whether any particular matter should be disclosed, a number of factors 
need to be considered, including the nature of the information itself, the volatility of 
securities, and prevailing market conditions. 

6.0  Authorized Spokespersons 

6.1 Only the individuals designated below ("Authorized Spokespersons") may 
communicate on behalf of the Company to the Investment Community, except as 
otherwise provided by this Policy.   

¶ Chairman of the Board  
¶ MD 
¶ Chief Financial Officer  

Other Company Representatives may be designated by the MD for attending calls, 
investor conferences, management meetings with shareholders and similar 
engagements with investors and (ii) any of the Authorized Spokespersons for other 
limited, specific communications, including but not limited to annual or special 
meetings of shareholders or other special projects. Following the occurrence of the 
limited, specific communication, the Company Representative's authorisation shall 
expire.  
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7.0  Quiet Periods  

In the interest of fairness and to further mitigate the risk of inadvertent disclosures of 
material information, the Company may observe quiet periods as described below. 
During a quiet period, the Company would not permit any formal or informal 
communications by Company Representatives with the Investment Community.  

7.1 Quarterly & Annual Financial Results - The Company may observe a quiet period 
commencing 15 days prior to releasing each of its quarterly or annual financial 
results and continuing until immediately following the Company's public release of 
such results.  

8. Guidance and Forward-Looking Statements  

The Company may at times provide specific guidance regarding its expected future 

financial performance. When such guidance is provided, the Company generally will 

not update this guidance or provide additional guidance before or during the next 

quarterly earnings release, except as the Company deems necessary, and then only 

in a manner that complies with Regulations.  

9. One-on-One Meetings or Calls  

Telephonic or face-to-face communications with members of the Investment 
Community individually or in small groups are valuable components of the 
Company's investor relations program. However, the Company will not issue new 
guidance, reaffirm prior guidance, update the Company's previously issued 
guidance, or otherwise disclose material non-public information in these 
communications. Such meetings will be conducted by the persons designated in 6.1 
above and those specifically authorised by them.  

10. Analyst Reports  

The Company will not confirm, endorse, or adopt analyst reports. However, in certain 
limited circumstances, the Company may, upon request, review the factual accuracy 
of historical information that is either publicly available or immaterial that an analyst 
intends to include in a report. The Company will not disseminate analyst reports or 
earnings models to any external parties.  

11. Market Rumors, Speculation or Pending Litigation  

The Company does not make any comment on market rumors, speculation or 
pending litigation.  

12. Communications with the Board  

The Board generally believes it is in the Company's best interests that designated 
members of management speak on behalf of the Company. Shareholders and other 
interested parties wishing to communicate with the Board, non-employee directors, 
or with an individual Board member concerning the Company may do so by writing to 
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the Board, to the non-employee directors, or to a particular Board member, and 
mailing or emailing such correspondence through the Company Secretary.  

Please indicate on the envelope whether the communication is from a shareholder or 
other interested party. The Board has instructed the Company Secretary and other 
relevant members of management to examine incoming communications and 
forward to the Board or individual directors as appropriate, communication he or she 
deems relevant to the Board's roles and responsibilities. The Board has requested 
that certain types of communications not be forwarded, and redirected if appropriate, 
such as: spam, business solicitations or advertisements, resumes or employment 
inquiries, service complaints or inquiries, surveys, or any threatening or hostile 
materials.  

13. Communication and Disclosure of this Policy  

In addition to referring to this Policy in the Company's Code of Business Ethics and 
Conduct covering all employees, this Policy will be circulated to all corporate officers 
and members of the Board. All communications, including electronic 
communications, must comply with securities laws. 

14. Policy Approval and Revisions  

Approval of this policy is the responsibility of the Board. However the MD and Chief 
Financial Officer are authorized to make revisions to this Policy for changes as 
deemed to be administrative or procedural in nature.  

15. Review of Policy  

This policy may be reviewed and updated as needed to ensure compliance with 
changing regulatory requirements. 

 

16.  Definitions 
  
OPIL Personnel ï any person employed by the Company, as well as members of 
the Board of Directors of the Company.  
 
OPIL Securities ï all securities as may be issued by the Company from time-to-
time.  
 
Company ï Orient Paper & Industries Limited (OPIL) including its subsidiaries.  
 
Confidential Material Information ï material information not widely disseminated 
within or external to the Company which, if disclosed, would be unduly detrimental to 
the Companyôs interests. For example, immediate disclosure might interfere with the 
Companyôs pursuit of a specific objective or strategy, with ongoing negotiations, or 
with its ability to complete a transaction.  
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General and Routine Information ï information that would not otherwise be 
classified as material information, and which is not otherwise required to be kept 
confidential.  
 
Material Change ï a change in the business, operations, or capital of the Company 
that would reasonably be expected to have a significant effect on the market price or 
value of any of the securities of the Company. 
 
Material Fact ï where used in relation to securities issued, or proposed to be 
issued, means a fact that significantly affects, or would reasonably be expected to 
have a significant effect on, the market price or value of such securities.  
 
Material Information ï any information relating to the business and affairs of the 
Company that when publicly released would significantly affect, or would reasonably 
be expected to have a significant effect, on the market price or value of OPIL 
securities (or the securities of other reporting issuers with which OPIL may be 
conducting confidential negotiations). Material information includes both material 
facts and material changes.  
 
Selective Disclosure ï Disclosure of confidential material information to one or 
more individuals or companies and not broadly to the investing public.  

 

          M. L. Pachisia 
(Managing Director) 

Date: 30-10-2015  
Place: Kolkata                  

 

 

  

 

7.     Information Technology Policies and Procedures  

 

1. IT Strategy   (Year 16 - 17) 

1. Up-gradation of HR & Payroll system with New Server as it is de-supported for 

Operating System and Hardware. 

2. Up-gradation of old personal computers with latest configuration. 

2. IT Department Mission and Purpose 

MISSION: 
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The mission of the Information Technology (IT) Office is to deliver high quality, 

focused and aggressive business solutions by offering program-centric services and 

cost-efficient communications and information technologies. 

 VISION: 

The vision of the IT Office is to shape today's information to meet tomorrow's 

challenges. 

 PURPOSE: 

The purpose of the IT office is to plan, design, develop and maintain the information 

technology infrastructure, in alignment with the company strategic objectives. 

Functions include, but are not limited to, information technology planning and 

evaluation, purchasing, hardware and software installation, providing ongoing user 

support and training, implementing management standards and policies and 

procedures related to information technology processes, and providing for network 

and information security. 

These standards, procedures, and processes may change as appropriate. The 

company reserves full discretion to add to, modify, or delete provisions of the 

Information Technology Policies and Procedures Manual at any time, in whole or in 

part, without advance notice, consent or approval. 

3. Software Development Life Cycle (SDLC) 

To adopt formal SDLC methodology, this should have the following steps: 

3.1.1. Feasibility Study 

3.1.2 Requirements Definitions 

3.1.3 Software Acquisition 

3.1.4 Detail Design 

3.1.5 Programming  

3.1.6 Testing 

3.1.7 Implementation 

3.1.8. Post implementation review 

3.1.9 To prepare System Manuals. 

3.1.10 To make any correction or modification in application software Format(1) is 

required. This form consist of team member, coordinator and duly approved by 

sanctioning authority. 
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  3.1.11. All modification/updation has to be documented 

 

4. Controlling Logical Access to Information & Systems 

       To secure the data, necessary privileges and roles are defined. Since       the 

entire database will not be available to all users, a particular application user is only 

having privilege to enter and view the data related with his application only. 

1. Developers and Users should have separate area to interact with the system and 
different privileges. 

2. Every user should have different user-id and password. 

3. To create a user-id, respective department head or HR should send the ñAccess 
Request Formò duly approved by sanctioning authority, while mentioning his 
roles and privileges. 

4. Any modification to access level is initiated by deptt head through filling a form 
duly approved by sanctioning authority, while mentioning his roles and privileges. 

5. IT department shall delete SAP user id within two working days from his 
separation from the organization whether it is non-voluntary or voluntary, where 
request is initiated by HR. Further IT deptt. Shall forward mail id to any 
departmental persons email id for one month. If necessary after one month, IT 
will take approval for removal or further extension of id.  

6. For new joiners, IT deptt shall provide view rights in SAP for one month. Post one 

month, IT shall provide other roles & profile access after approval of sanctioning 

authority. 

7. Removal of access rights due to role change and transfer to new department 
where request is initiated by respective department head. 

       

8. Users should force to restrict the password to them only and change password 
periodically. 

9. Users should not be given operating system and SQL privileges. 

10. Programmers should not work with live data. 

11. No data deletion will occur, once entered into the system, by request of users 
department. 

12. All external storages devices are locked for data safety and system security. 
External devices in IT will remain open to facilitate other deptt. 

13. No data alteration will be allowed at database level. 

14. Redundant ids of users should be checked and removed periodically. 
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15. Developers  shall have to be signed/accept ñSoftware Security Agreementò and 
Users shall have to signed ñData Security Agreementò to avoid discrepancies 
due to illegal operations on confidential information and other important 
information resides in system. 

16. IT department is reviewing user's access quarterly basis with concerned HOD. 

The super userôs access will also be reviewed on quarterly basis. 

5. Information Technology Environment Policy 

1. Creating Information Technology awareness at all levels. 

2. To follow Information Security Frame work. 

3. To make proper procedure for disposal of consumables and packing material. 

4. To minimize stationery consumption, while implementing appropriate computer 

systems. 

5. To control telephone and fax by other ways of communication (Email/Internet). 

6.  To provide appropriate system support in case of need. 

7.  Ensuring continual review and improvement of systems. 

6. Processing Information 

6.1 Network Administration 

The Network Administrator is responsible for the security, operation, and 

maintenance of all network systems and applications. To keep the local area network 

in smooth working condition, following tasks are carried out by Network 

Administrator: 

6.1.1 To design the network. 

6.1.2   To select the Cable and networking equipments. 

6.1.3. To supervise the installation job. 

6.1.4. To troubleshoot the network problems. 

6.1.5. To establish inter-connectivity of personal computers, factory    wide.                      

6.1.6 To provide stabilized Email connectivity factory wide. 

6.1.7 Setting the privileges of user access. 

6.1.8 Logging the Net users activity. 

6.1.9  Healthy distribution of Bandwidth among users. 

6.1.10 To update network related documents and periodically checked by the 

authorities. 

6.1.11 To prepare technological security guidelines for the network. 

6.1.12  To introduce new technological developments in the prescribed format. 

6.1.13 To review Email and World Wide Web policy periodically. 
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6.2 System Administration 

The System administrator should take necessary steps to keep the on-Line System 

in working condition. Following routine tasks has to be carried out by Systems 

Administrator: 

 

6.2.1 Startup and Shutdown of the Business Server & making log of it. 

6.2.2 Creating users login, with necessary permissions. 

6.2.3 Removing of unnecessary files and user-idôs periodically 

6.2.4 Changing the passwords of ñROOTò login, periodically 

6.2.5 Co-ordination with customer engineer during breakdown period of On-Line 

System. 

6.2.6 Termination of running process. 

6.2.7 Implementing security for system. 

6.2.8 Transferring the data from Business Server to Personal Computers and vice 

versa. 

6.2.9 Generation and analysis of ñSYSTEM ANALYSIS REPORTò. 

6.2.10 Submitting breakdown report to management. 

6.2.11 Installation of Relational Database Management System (ORACLE) in 

Business Server. 

 

6.2.1 Password Policy 

ü Operating System password 
ROOT ï 6 to 8 Characters 

ü Relational Database Management System  
(RDBMS) Oracle 

Ora72 ï 6 to 8 Characters and the last character should be a number ï

Alphanumeric. 

 

The password for operating system and oracle are changed quarterly. The password 

for operating system and oracle are known to authorized IT Staff to start and 

shutdown the system and terminate the hanged process. 

In SAP User login password should be of 6 to 8 characters. The system shall enforce 

to change password in 90 days. 

6.3 Email & the World Wide Web 

The Environment: Orient Paper Mills, Amlai has a big PC network of Personal 

Computers. All PCs are connected through Optical Fiber Cable based structured 

network and nodding remote switches. For accessing Internet, we have taken 



30 
 

internet connectivity through Optical Fibre Cable leased from M/s Reliance 

Communication India Limited. For E-Mail one domain ñorientpaperindia.comò 

has been registered with M/s Easyspace Limited, Kolkata. This internet is 

connected to one Net Server in IT department, further distributed to PCs under Proxy 

Supervision.  

¶ User Groups: Every PC is connected to their respective workgroup, based on 

location. Details of workgroup is as under: 

A. ADMIN: Connects IT department. 

B. ACCOUNTS: Connects Accounts, PF & ESI and Salary Section. 

C. COSTING: Connects Costing department. 

D. ECD: Connects Engineering & Contract Division. 

E. EXECUTIVE: Connects President, Presidents Secretariat, PA to President and 

other Higher Officials MD, VP-Mkt.  

F. PERSONNEL: Connects General, Personnel and Time Office. 

G. PROJECTS: Connects Drawings, Industrial Engineering, Projects, and Research. 

H. PURCHASE: Connects Purchase Department. 

I. RAW: Connects Raw Material, Raw Material Development and Weigh Bridge. 

J. SALES: Connects Godown and Sales Department. 

K. STORES: Connects Stores department.  

 

 

 

Apart from this PCs are further bifurcated according to their access of using Internet. 

The Proxy Groups are as under: 

A. Full Access: A user group who can access Internet and E-Mail , FTP and Telnet 

round the clock. 

B. Restricted Web Access: A user group who can access E-Mail, Internet, FTP & 

Telnet round the clock but can brows only pre-requested web sites. 

C. E-Mails Only: A group who can access E-Mail, FTP & Telnet Round the clock. 

D. Telnet: A User group who can access Telnet and FTP only. 
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¶ Accounts Creation: Every PCs getting configured to access network at the time 

of installation according to their location. The IP address and Workgroup is being 

allotted according to Network Plan. For creating an E-Mail account user fills the 

ñEmail_id Creation Requisitionò and deposits it duly signed to IT department. After 

verifying the contents Network Analyst creates and configures the account in 

domain.    

¶ Allocation of space: E-Mail account has 100MB space to 1000 MB space as per 

business requirement. The quota can be changed in exceptional case.  

¶ Access rules: Every PC has a user name and belongs to a respective user. The 

user is responsible to take backup, scanning system for virus, deleting temporary 

files and checking hard disk from errors. The user also responsible for any 

unauthorized activity happening in PC. The department head is secondly responsible 

for the same.   

¶ Monitoring Strategy:  Every transaction of Internet is getting logged into a log 

file along with date time and user ID in server. Apart from Multilayer Firewall protects 

system from Spam and Junks. Dual layer Antivirus Security protects system from 

any kind of virus. The antivirus pattern files and scan engines are being updated on 

line. Off line locations are getting updated fortnightly. 

¶ Statutory arrangements: Every Internet connected PC is monitored through 

Proxy Access Console.  The malicious activities have been predefined in proxy so 

that it automatically blocks and alerts administrators the same. Content filter and 

Offer Blocker has been designed to put control on data transaction. 

¶ Access Violation: As any unauthorized or unwanted activity happens to the PC 

end, proxy is blocking the address permanently. That can be removed only after re-

sanction of authorities. 

× All the changes incorporated have to be documented and made available, 

whenever needed. 

6.4 Data Management-  
Applicable for old server D-330 used for HR & Payroll:- 

To maintain database in proper state with growing needs of users department, it has 

become essential to take certain necessary steps by Database Administrators. The 

following tasks are defined for DBA: 

6.4.1 Creation of database. 
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6.4.2 Startup and Shutdown of database and making log of it. 

6.4.3 Managing Tables and indexes. 

6.4.4 Creating roles and granting them to valid users. 

6.4.5 Security for database user wise. 

6.4.6 Tuning of database. 

6.4.7 Planning and implementing backup strategies. 

6.4.8 Loading of data from different databases to Oracle database. 

6.4.9 Up gradation of RDBMS. 

 

6.5 Backup, Recovery & Archiving- 

6.5.1 Backup 

Daily back-up will be scheduled by Basis (Network analyst) for online system. The 

one copy of backup will be sent to Kolkatta office once in a month for their safe 

custody for use in any emergency condition.  

The data restoration in SAP system will be done half yearly basis to check 

authentication of data in test server.  

6.5.2 Recovery 

To continue the business, whenever data, programs are get corrupted or dropped, it 

has to recover immediately. For this proper backup procedures are maintained. This 

service is provided by SAP Service provider vendor for SAP Services. 

6.5.2.1      To recover table from previous days backup magnetic media (DATs).  

6.5.2.2 To recover programs from last week application backup                                
magnetic media (DATs). 

6.5.2.3 These activities shall have to be documented by the authorized person. 

6.5.3 Archiving 

6.5.3.1. To recover the data/programs the backup are archived. Keeping 

data/programs of last three years in systems and other data in magnetic 

media, in case of need they can be recovered. 

6.5.3.2. Seven DATs are used for taking daily FULL EXPORT BACKUP on different 

DATs. These DATs are replaced at an interval of three months. 

6.5.3.3. Application backup and monthly backup are taken On DATs at an interval of 

three months on the same DATs. These DATs are replaced at an interval of 

one year. 
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6.5.3.4 Backup for all applications are taken after financial year closing on separate 

DATs. 

6.6 Change Documents/Request for Change in programs 

Requests for change are created to SAP system. For example, an enhancement or a 

change in existing functions. End users and key users create requests for change to 

fulfill completely new   requirements. If a change is necessary due to an incident or 

problem, service desk employees can also create requests for change. 

When creating the request for change, the requester provides information about the 

change, for example, impact, urgency and priority, category, required end date, and 

the affected system. Then IT head evaluates, and verifies this information based on 

predefined guidelines. 

After change approval by sanctioning authority, the system creates a change 

document, which documents the activities of the users that are involved in the 

change process, for example, developers, testers, and system administrators. 

In general, the process for Change Request Management is as follows:  

1. The developer creates the transport request in the development system.  

2. The change is handed over to the user or a test team.  

3. After successful verification, the change can be transported to the production 

system by the system administrator.                  

7. Purchasing & Maintaining Commercial Software 

7.1 Purchasing & Installing Software 
                  

7.1.1 To purchase system software like Operating System                               

and Relational Database Management System (RDBMS)     

for main Business Server from the authorized   

supplier/distributors. 

7.1.2 To purchase software like Operating System and  

application packages for personal computers from      

authorized supplier/distributors. 

7.1.3 Installation of software has to be documented. 

8 Securing Hardware/Peripherals & other equipment 

8.1      Purchasing & installing hardware 

8.1.1  Get the new/additional hardware requirement from the Users duly approved 

by their Area Head/Authorities.            
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8.1.2  Submission of proposal for new/additional hardware Purchase and 

upgradation of hardware to the higher Authority. 

8.1.3  Get the approval from higher authority for purchase of New/additional 

hardware and upgradation of hardware. 

8.1.4 Get the required amount sanctioned from head office, if required. 

8.1.5  Preparation of Indents 

8.1.6.  Call quotations from authorized vendors 

8.1.7.  Compare the quotations and call the selected vendor 

8.1.8.  Negotiate for price reduction and obtain final quotation from the vendor 

8.1.9  Place order to the vendor. 

8.1.10 Installation notes shall have to be maintained. 

8.2    Anti Virus Management:- 

8.2.1. To protect the PC/Workstations from virus attacks anti-virus software are 
essential. Centralized Antivirus Server is installed at IT Department which takes 
updates from internet and installs them to clients automatically. 

8.3 Documenting hardware 

8.3.1 To prepare inventory of computer system after physical verification yearly. 
8.3.2 To keep inventory for spares needed for maintenance. 
8.3.3 Monthly up-dation of hardware MIS statements. 
8.3.4 Keeping track of movement of computer hardware by appropriate document 

approved by the authorities. 
 

8.4 Other hardware issues 

8.4.1 Preventive Maintenance 

   To prepare the site for installation. 

To keep the entire computer system neat and dust free regularly maintained is being 

done.  

To obtain necessary form duly signed by respective department head after 

preventive maintenance. 

9 Audit & Compliance Software 

To continue Business, Application Software & System Software must be compliance. 

To achieve compliance of system auditors observations on application software. 

To achieve compliance of System & Application software upgradation is needed from 

time to time. 
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The compulsion of compliance is needed because support from vendors can be 

obtained in case of need for smooth running of business. 

To achieve compliance of System & Application Software vendors to be contacted 

regularly. 

10. Information System Security policy 

Information security policy is one of the most prerequisite need to protect and 
increase companyôs assets for todayôs corporate world. The employee should be 
educated to accept the security policy and implement the same in their daily routine 
work. 

10.1 Element of ISSP  

10.1.1. Confidentiality & Privacy (Physical/logical Access): 

This should be maintained department wise say Sales, Payroll, and Accounts. The 

department wise information should be protected through proper method like 

password and such as the customer and suppliers. 

10.1.2.  Accountability: 

Every user has certain privileges to access required information    belong to his work 
area. The department heads are provided with ñAccess Request Formò in which 
the detail information in respect of access area is mentioned, where the employee is 
permitted to interact with the system. 
 

10.1.3. Availability: 
As mentioned above every user is provided with User id and Password for 
applications, where they have predefined access privilege for their SAP work. This 
access has been given as per their requirement. 
 

10.1.4  Align Infrastructure: 
 

10.1.4.1. Hardware:    
 Hardware inventory tracking system has been introduced. Two methods 
should be followed 
   -Resource Allocation. 
   -Physical Verification. 
Software  for inventory management to be used for perfect report to be 
generated for current status of hardware in use. Periodic report on the uses of 
Computer Hardware installed in particular department are generated while 
discussing the departmental head for future up-gradation plans. Appropriate 
hardware devices are installed to establish Local Area Network. 
  
10.1.4.2. Network: 
 
To utilize the structured network with optical fiber cable  factory wide certain 
guidelines are provided. Directory of all the nodes (personal computer connected on 
the network) addresses are mentioned, to facilitates the users to use INTRANET. 
Users are educated with the following points: 
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1. Preparation of ñShared folderò to keep files for sharing on the INTRANET . 
2. Files prepared with password to restrict the access to un-wanted users to 

files. 
3.  To take periodic backup of personal computers (inter department) on CD 
ïMedia instead of floppies. 
 
10.1.5 Security 

¶ Operational/Network Security: 
Firewall Security, Data classification, web server security, and intranet security, 
virus-protection, and data encryption.  
  

¶ Environmental Security: Disaster recovery, backup and recovery and 
wan recovery. 

¶ Human Threats: 

¶ Password security & controls, Internet and security 

¶ Database Security: 

¶ Network & telecommunication security. 

¶ Email Security: 

¶ Technical controls, logical access control, program change controls, 
Version control, and application software security. 

10.1.6 DISCLOSURE OF INFORMATION 

Employees are to access and use information technology resources for business 
purposes only. Disclosure of company information or data to individuals or 
entities (whether employees or not) without a business need to have/know such 
information is prohibited. Company information or electronic data may not be 
transmitted over the Internet or via email except for business purposes to 
authorized recipients. Confidential client or employee information may not be 
transmitted to persons or entities that are not authorized to receive such 
confidential information. 

 

10.1.7  Risk Assessment 
 
There could be a number of risks, business risk, physical risk, environment risk, 
human risks and so on. Whenever possible, the risk assessment should be 
quantitative .If we tabulate the risks and identify the probability and consequence will 
give us the priority level of the risk. So the result of the risk assessment exercise will 
be a prioritized list of all the risk we need to face boldly. 
 

10.1.8  Violation of Security Policy 
 

In any case, employee or group of employees found violating the rules and 
regulation, of Information Technology Policies, administrative appropriate actions 
can be taken against them. 
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11. Risk Assessment Analysis 

11.1. Disaster Recovery Planning. 

This is high time to make a comprehensive disaster recovery plan to face any 

DISASTER. This is one of the most important aspects.  

 With this view disaster recovery plan formed as follows: 

10.1 .1 To take daily backup at the end of working hours and keep it for seven 
days. 

11.1.2 To keep one set of monthly backup at Kolkata office, this includes 
complete offline backup of SAP system.  

11.1.3 To take monthly pay roll backup on 3rd Sunday of every month. 
11.1.4 To keep Fire extinguishers in IT department to extinguish the fire when it 

occurs. 
11.1.5 To approach to 3rd party for cloud computing facility for our SAP system to 

prevent any data loss happening and minimize downtime work loss. 
11.1.6 Event Handling Strategy as per Annexure-I. 

 
12. Training Program. 

1. To send IT persons for training to enhance their skills in the Main System 

and Personal Computers. 

2. To educate the users about the smooth operation of computer hardware 

and software. 

3. To increase the knowledge of users in hardware, so that minor Problems 

can be solved by users themselves. 

4. To allow vocational trainees for enhancement of their IT skills. 

5. To conduct training schedules for all employees. 

6. The IT provides in-house training classes for employees to assist them in 

acquiring the appropriate level of software application knowledge to perform their 

duties in an effective and efficient manner. 

13. Promotion of Information Technology and standardization. 

1. To keep System Hardware, Network, System Software, Application 

Software and Utility Software updated, continuous improvement has to be done. 

2. To promote Information Technology culture, necessary training has to be 

imparted. 

3. To standardize existing Application Software proper checks & controls to 

be executed and it has to be reviewed every quarter. 

4. To incorporate Web Enabling, E-Commerce. Bar codes and latest 

technology development related to growing needs of business to be deployed. 

14.  Service and Support Request. 

14.1 Support request 

Employees are encouraged to contact the IT Office to request service and support 

for computer or network issues. 
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14.2 Service/Maintenance Agreements  

 IT has entered into service or maintenance agreements with a number of outside 

service providers, usually with software vendors to ensure continued technical 

support for their software products, and to be entitled to the latest versions of the 

software.  

The IT Office will contact the contracted service provider when necessary to address 

and fix problems, apply updates and patches, or otherwise to provide assistance. 

Depending upon the individual system affected, authorized program employees may 

directly contact the service provider with technical support questions. However, 

employees must keep the IT Office informed of such requests and their progress, 

and employees may not make any changes to the network or system while 

troubleshooting. Any required modifications to the network or to the system need to 

be performed either by the service provider with the knowledge of the IT Office, or by 

the IT Office itself. The resolution time of issue will be depending upon nature of 

issue. 

14.3. Warranties 

The IT Office will utilize the manufacturerôs warranty when active to fix or repair 

hardware problems. This may entail on support from technicians representing the 

manufacturer. In most cases at the company, they will be representing Hewlett-

Packard or DELL. 

The standard warranty of computer and network hardware is 1-year parts and labor, 

on- limited warranty. Server hardware carries a 3-year warranty or provided by the 

vender itself. 

 

 

14.4. As Needed 

The IT Office will also enlist the services of outside service providers on a 

chargeable, case-by- case basis, when the complexity of the problem exceeds IT 

Office resources. This type of situation occurs rarely, and is usually related to server 

system problems.   

15.    Server Room Access Policy 

A list (Server Rooms Access List) of authorized staff is currently   listed in Annexure-

4. 

Entry into the IT Server Rooms by tailgating other staff is not permitted. 

All authorized staffs are required to be signed in and out of the IT Server Rooms 

Access Log. These log sheets are retained by the Head of IT. 
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All visitors must also be recorded in the IT Server Rooms Access Log. All individuals 

accessing the IT Server Rooms must sign in and out of the IT Server Rooms Access 

Log. This includes all visitors, who must be accompanied by a member of the IT staff 

at all times. These log sheets are retained by the Head of IT. 

Key Lock Mechanism is used for accessing data center. 

On a monthly basis the Head of IT will review the Access Log; the Log will be signed 

at the last entry and dated. 

Visitor access is restricted to non-IT departmental staff, vendors, or service 

personnel that are listed on the approved IT server room sign-in access list. 

Visitor sign-in access 

 Individuals on the IT server room sign-in access list may have monitored access to 

the server room area. These individuals can enter the server room area with 

supervision. For each access, they are required to record the following in the server 

room access log book: date, name, reason for entry, in time, and out time. 

Enforcement  

Individuals requiring access to the server room, or wishing to view or tour the server 

room, shall abide by the rules of this policy. Any person found to be in violation of 

this policy, will be subject to appropriate disciplinary action. 

 

 

AGM-IT      VP-COMMERCIAL 

 

 

 Annexure -I 

 

Event Handling Strategy  
 

The details of persons involved in disaster recovery occurrence 

in infrastructure. 
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Contact Details of IT Staff 
 

Name Address Telephone No. 

   

Mr.D.R.PatelD    Mr. 

Mukesh Mittal 

F-5 OPM Colony 

Amlai Distt.Shahdol (M.P.) 

Direct No 07652-286385                       

Ext. (Office)     1129 

Ext. (Resident) 1344 

Mob:9407323133 

Mr.Kuldeep Gupta B-415 OPM Colony 

Amlai Distt.Shahdol (M.P.) 

Board :07652-286275 

                      286277 

Ext. (Office)     1188 

Mobile No 9300383416 

 

 

  

 

 

 

   

    Annexure II 

ORIENT PAPER MILLS : AMLAI 

 

ORIENT PAPER MILL- Software Security Agreement. 

Introduction :- 

 

This Agreement is between the ORIENT PAPER MILLS; AMLAI and 

Developers/Users of Computer System. To maintain security and confidential of the data 

resides in the Computer System. 
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 Terms and conditions :-  

1. Duration, Termination and Charge 

1.1 This Agreement and the Developer/User will operate for the period, till the 
Developer/User continues with the concern from the date of commencement. 

1.2 ORIENT PAPER MILL reserves the right to alter its charges and/or its charging 
structure at any time during the period for which Developer/User has agreed. 

1.3 ORIENT PAPER MILL reserves the right to amend the wording of the ORIENT 
PAPER MILL-Software Security Agreement from time to time. Any amendments applied 
shall have to follow by Developer/User during his/her tenure of service. ORIENT PAPER 
MILL resumes the right to terminate this agreement for any Developer/User, found violation 
of information without giving prior information. 

2. Responsibilities of ORIENT PAPER MILL 

2.1 ORIENT PAPER MILL will provide Software Security to the developers/users with the 
terms and condition of this Agreement. 

2.2 ORIENT PAPER MILL will endeavor to ensure that the information provided in the 
Software Security is timely and accurate. The decision to use and act upon such information 
is the sole responsibility of the ORIENT PAPER MILLS. 

2.3 ORIENT PAPER MILL will not be liable for failure to perform an obligation under this 
agreement, if that feature is a result of event or circumstances beyond the reasonable by 
ORIENT PAPER MILL. 

3.  Responsibilities of the Developer/Users :- 

3.1 The Developer/User is responsible for maintenance and upgradation of existing 
application package of ORIENT PAPER MILL. 

3.2 The Developer/User agrees to notify ORIENT PAPER MILL within 7 days of any 
change which might affect his/her interaction area. 

3.3 At the request of ORIENT PAPER MILL, the Developer/User must provide such 
information and assistance as is reasonable required by ORIENT PAPER MILL, in order to 
enable ORIENT PAPER MILL to meet itôs obligations under this agreement. 

3.4 The Developer/User agrees to comply with all the Information Technology Policies & 
Procedures of ORIENT PAPER MILL. 
 

3.5 The Developer/User will endeavor to ensure that no person is able to make 
unauthorized use of or gain unauthorized access to the computer system provided to the 
user/developer pursuant to this Agreement. 

3.6 The Developer/User is encouraged to report computer security incidents to ORIENT 
PAPER MILL. 

3.7 The Developer/User shall not use or suffer or permit another to use his/her access 
area in computer system provided by ORIENT PAPER MILL, or in relation to the commission 
of an offence against the policies of ORIENT PAPER MILL. 

3.8 The Developer/User not to provide access to any ORIENT PAPER MILL material, 
provided under the terms of this Agreement, to any third party without written approval from 
ORIENT PAPER MILL. 

3.9 The Developer/Users has to maintain his/her daily working  record and will have     
to produce ,as and when required. 

3.10 The users shall not share their passwords with others users. 

3.11 The users will not install or allow to install any unauthorized software in    

   Personal Computer. 
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4. Ownership & confidentiality of information. 

4.1 Developer/User will endeavor to the ensure that access to the ORIENT PAPER MILL 
information is restricted to those authorized personnel, who require access to the same in 
order to comply with itôs obligations under this Agreement. 

4.2 ORIENT PAPER MILL information include data transmitted or received over a 
network or stored in a computer or any other knowledge about the ORIENT PAPER MILL 
obtained from the Developer/User. 

4.3 Developer/User will keep the ORIENT PAPER MILLôS information confidential but 
need not retain as confidential any information if:- 
 

4.3.1. The ORIENT PAPER MILLôS information is, or become part of the 
public domain otherwise than by the branch of this Agreement. 

4.3.2. The ORIENT PAPER MILLôS information is required to be disclosed 
by the operation of any policy. 

4.3.3. The ORIENT PAPER MILL has given itôs prior written approval to the discloser of 
the information. 

4.4 Developer/User shall have to submit their ñAccess Request Formò duly signed by 
his/her In charge, Data Owner of respective module and approved by Sanctioning Authority, 
to interact with the On-Line Computer System. 

4.5 The ORIENT PAPER MILL may revoke the permission granted under clause 4.4, if 
found unauthorized access or miss use of information and terminate this agreement with the 
particular User/Developer. 

5 General:- 

5.1 Without limiting the generality of the proceeding clause, ORIENT PAPER MILL will not be 

liable to the Developer/User for any loss or damage, which may be suffered or incurred by 

them or as a result of the Developer/User failure to act upon, or its use or miss use of 

information supplied by ORIENT PAPER MILL in the course of providing interaction with 

computer system. 

 

5.2 Governance: 

This agreement is governed by and will be constructed in accordance with the further 

Information Technology, Policies and Procedure of ORIENT PAPER MILL, Amlai. 

5.3 Assignment:- 

Developer/User assigns its rights and obligations under this Agreement to the ORIENT 

PAPER MILL, Amlai controlled entity created for the purpose at providing the services. 

5.4 Copyright:-  

ñMaterialsò means any or all ORIENT PAPER MILL documentation provided to the 

Developer/User under this Agreement, including but not limited to news letters, Security 

Archives and educational course, briefing & papers. 

 

5.4.1  ORIENT PAPER MILL reserves to itself copyright in all Materials. 
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5.4.2  ORIENT PAPER MILL, grants permission to the Developer/User to interact with the system, 

keeps all the norms of security & confidentially for its internal use only.  

5.4.3  The Developer/User must not distribute copies of any material to the third party without the 

prior written permission of ORIENT PAPER MILL. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Change Request Form 
 

 Advice for changes /new requirement in on line Computer System 
 
Request  Noééééé                                                              Date:ééééé 
From Depttééééé. 
          
Please incorporate the followings in existing/ new additional requirements 
   
*   MODULE: FICO / MM/ SD /PP/ HR 
*   Details of Change/ Changes needed in existing/new requirement.  
       

1. . 
2. . 
3. . 
4. . 

* Please attach separate sheet for format  needed, if any. 
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¶ Please attach separate sheet showing data flow chart of existing and after 
modification. 

¶ Mention the period to implement  
Change/Changes required:                    Urgent             Within periodé.     
                        

¶ Justification of change/changes: 
 

¶ Benefit of changes/ changes: 
A. Is it a statutory requirement?                                        Yes            No 
B. Is the internal reporting system improved?                     Yes            No 
C. Any other: 

 
* OPM TEAM: (Name & Signature) 
 
Useréééééé..ééééééééééééé  
Deptt.Inchargeééééééé.éééé..ééé                                                                                   
Program Co-ordinatorééééééééé éé.. 
 
 
 
* Sanctioning Authority:  
                                                 
A.G.M.- I.T.ééééééééééééééé             V.P. (Com.) 
ééééééééééé.éé 
   
 * Consulting TEAM: 
     Consultantééééééééé.                            
ABAPER:éééééééééééééé.. 
      
* REMARKS: 
    System Administrator (Name & Signature): ééééééé éééééééé Date:éé. 
 

 

 

 

8.                        Travelling Rules Policy 
 

ORIENT PAPER MILLS, AMLAI 

TA SCHEDULE EFFECTIVE FROM 1ST JANô2017 

 

1. T.A. SCHEDULE  

   Existing(wef 1st 

Oct.ô2003) 

   Proposed 

Grade Mode 

of 

Travel 

Conveyance Boarding Lodging  Mode 

of 

Travel 

Conveyance Boarding Lodging 

DA 

(Rs/day) 

Room 

Rent 

(Rs/day) 

DA(Rs/day) Room 

Rent 

(Rs./day) 

Workers II Bus/Auto 100 180  II Bus/Auto 150 250 
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Sleeper Sleeper 

          

Staff I-III II 

Sleeper 

Bus/Auto 125 250  II 

Sleeper 

Bus/Auto 175 300 

Staff IV-VI AC-II Auto/Taxi 150 350  AC-III Auto 200 450 

Staff VIE-

IX E 

AC-II Taxi 175 450  AC-II Auto 200 600 

Staff XE-

XI E 

AC-II Taxi 200 550  AC-II Taxi 250 1000 

          

AGM/DGM AC-

I/AIR 

Taxi 250 or 

Actual 

Actual-3 

star 

 AC-

II/AIR 

Taxi 275 or 

Actual 

Actual-3 

star 

GM/SGM AC-

I/AIR 

Taxi 300 or 

Actual 

Actual-4 

star 

 AC-

I/AIR 

Taxi 350 or 

Actual 

Actual-4 

star 

AVP/VP AC-

I/AIR 

Taxi 350 or 

Actual 

Actual-5 

star 

 AC-

I/AIR 

Taxi 400 or 

Actual 

Actual-5 

star 

 

¶ DA includes Meals, Laundry, Conveyance to Restaurant & Coolie Charges. 

¶ In case of AGMs & above, Lodging is allowed óActualô. However for computing 

entitlement in other cases (Refer: point no. 7) the notional rent rates are as under: 

 

 

 

 

 

     GRADE                                                                                                 Rs./Per day 

   AGMs/DGMs                  2500 

   GMs/SGMs             3500 

   AVPs/VP                                       4500 

 

2. MODE OF TRAVEL 
 

¶ Employees travelling by lower class than entitlement are entitled to fare of that class 

only. 

¶ Mention of Ticket nos. (except in case of sleeper-IInd class) train name & no. is 

essential. 

¶ Journey to be performed is allowed by shortest route possible. 

 

3. BOARDING 

¶ D.A. is allowed for a day of 24 hrs. as under: 
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I) More than 4 hrs. and upto 12 hrs.        - 1/2 day 

II) More than 12 hrs.        -  Full day 

 

¶ For full day T.A. within distance limit of 50 KM, sanction of higher 

Authorities required. 

¶ D.A. is allowed as under: 

I) For Metro cities  - 50% 

II) For State Capital & Major cities ï 25% 

 

4.  LODGING: 

¶ Hotel Charges are allowed extra as under: 

I) For Metro Cities   -50% 

II) For State Capital & Major Cities ï 25% 

 

5. OTHER EXPENSES: 

¶ Telephone, Mobile recharge,               - Actual as per Bills 

Postage etc. 

¶ Alcoholic drinks & tobacco                  - Not allowed 

¶ Medical Expenses on tour                   - Actual as per Bills, in case not covered  

             under Medical benefit scheme.  

 

6. EMPLOYEES AVAILING COMPANYôS ARRANGED LODGING & BOARDING: 

Those who avail Companyôs arranged lodging & boarding are allowed as under: 

¶ D.A                                     - 50% of entitlement (without considering extra) 

¶ Out of Pocket Expenses -  as per entitlement 

¶ Lodging   - as per guest house bill 

¶ Daily Conveyance   - as per entitlement 
7. EMPLOYEES STAYING WITH THEIR RELATIVES: 

Those who stay with their relative involving stay for more than 12 hrs. and beyond 

150 KMs are allowed as under: 

¶ D.A.   - as per entitlement  

¶ Lodging  - 50% of the room rent allowed (without Considering extra) 

 

8. EMPLOYEES STAYING CONTINUOUSLY AT ONE PLACE MORE THAN 

10 DAYS: 

¶ Employees are allowed Daily Allowance. If the stay is not more than 10 days 

continuously at one place. 

¶ If the stay exceeds 10 days, specific sanction is required to be obtained in 

advance from the CEO as otherwise only 50% of the DA is allowed. 

 

9. OUT OF POCKET EXPENSES: 

¶ Out of Pocket expenses incurred towards Tips, Magazines or any other 

expenses without vouchers are allowed to employees in specified grades only 
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availing option of Actual (AGMs, DGMs, GMs, Sr. GMs maximum of Rs. 300/- pd, 

AVPs, VPs ïRs. 500 pd). 

 

10. OTHER CONDITIONS: 

¶ Hotel Charges  - to be paid as per Hotel Bill 

¶ Stay in Major Cities - to stay preferably at specified hotels where co. is      

   -  having arrangement of Concessional rates. 

¶ Conveyance    - Actual, as per entitlement ódetails to be               

submittedô 

¶ Taxi for half day/full day - to be paid as per Taxi Bill 

¶ In case of Actual option - to mention óoption availedô on T.A. Bills 

¶ In case of deviation from TA- Approval of CEO required 

      Rules 

¶ Submission of TA Bills - Within a week after return from tour. 

 

 

(Jayanta Srivastava) 

General Manager-HR 

 

 

 

   Ajya Gupta 

(Chief Executive Officer) 

 

 

 

 

 

9. PREVENTION OF SEXUAL HARASSMENT POLICY (POSH POLICY) 

 

INTRODUCTION 

Orient Paper & Industries Limited is committed to create a healthy working 

environment that enables women employees to work without fear of prejudice, 

gender bias or sexual harassment. We value every woman employee and are 

committed to protect their dignity and respect. 

The purpose of this policy is: 

¶ To prevent any untoward incident related to sexual harassment involving the 
Employees; 

¶ Protection of women employees from sexual harassment at workplace and 
redressal of grievances related to sexual harassment. 

 

SCOPE AND APPLICABILITY 
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This Policy extends to all Employees of Orient Paper & Industries Limited and is 

deemed to be incorporated in the service conditions of the Employees and comes 

into effect immediately. 

DEFINITIONS 

¶ ñActò means the Sexual Harassment of Women at Workplace (Prevention, 

Prohibition and Redressal) Act, 2013, as amended from time to time. 

¶ ñAggrieved Womanò shall have the meaning in relation to a Workplace, a women, 

of any age who alleges to have been subjected to any of Sexual Harassment by the 

Respondent.  

¶ ñCommitteeò means Complaint Redressal Committee of the Company. 

¶ ñEmployeeò shall include any person carrying out any work on behalf of the 

Company and may have been hired as Permanent, Temporary, Contractual or part-

time basis etc, either directly or indirectly or through vendor organization. 

¶ ñRespondentò shall mean an Employee against whom the complaint has been filed. 

¶ ñSexual Harassmentò shall mean the harassment of a female employee and would 

consist of any unwelcome sexually determined behaviour, whether directly or 

indirectly, by any male/female in charge of the management or a male/female co-

employee, either individually or in association with other persons, to exploit the 

sexuality of a co-employee to harass her in a manner which prevents or impairs her 

full utilization of full benefits, facilities or opportunities or any other behaviour which is 

generally considered to be derogatory . 

Sexual Harassment shall include but not limit to: 

ü Physical Contact & Sexual advances 

ü Demand or request for sexual favours; 

ü Sexually- coloured remarks; 

ü Showing pornography; 

ü Any other unwelcome physical, verbal or non-verbal or written conduct of a 

sexual nature. 

Å ñWorkplaceò shall mean Company Premises and any place visited by the employee 

arising out of or during the course of employment. 

COMPLAINT REDRESSAL COMMITTEE 

The process of Redressal and Enquiry of all complaints pertaining to Sexual 

Harassment shall be managed by an Internal Complaints Committee(ñCommitteeò). 

1. The Committee shall consider and redress complaints of Sexual Harassment. 

2. The Company is spread across various locations; hence the Company has formed 

both corporate level Committee and Plant wise Committees for respective locations. 

4. The Committee will comprise of the following members: 

Å The Presiding Officer should be a woman employed at a senior level at Workplace 

from amongst the Employees. 

Å At least two members from amongst the employees committed to the cause of 

women or     having experience in social work or legal knowledge  
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Å  One member from a non-government organization (NGO) committed to the cause of 

women or a person familiar with the issues relating to sexual harassment  

At least one half of the total members so nominated shall be women. 

 

TERM OF OFFICE 

The Presiding Officer and every member of the Committee shall hold office for a 

period not exceeding three years, from the date of their nomination. 

PROCEDURE FOR REDRESSAL 

1. Any Aggrieved Woman shall make a complaint of Sexual Harassment at Workplace 

by sending an email to either posh@orientpaperindia.com or to any member of the 

Committee in writing with her signature, within a period of three months from the 

date of occurrence of such incident and in case of a series of incidents, within a 

period of three months from the date of last incident. The Internal Committee, for the 

reasons to be recorded in writing, may extend the time limit up to further three 

months. 

2. Where such complaint cannot be made in writing, the Presiding Officer or any 

Member of the Internal Committee shall render all reasonable assistance to the 

Aggrieved Woman for making the complaint in writing. 

3. Where the Aggrieved Woman is unable to make a complaint on account of her 

physical or mental incapacity, or death, or otherwise, her legal heir may make the 

complaint. 

4. The Committee will maintain a register to endorse the complaint received by it and 

keep the contents confidential, if it is so desired, except to use the same for discreet 

investigation. 

5. The Committee may, before initiating an inquiry and at the request of the Aggrieved 

Woman, take steps to settle the matter between her and the Respondent through 

conciliation. However, no monetary settlement shall be made as a basis of 

conciliation, and where a settlement has been arrived at, the Committee shall record 

the settlement so arrived and forward the same to the Employer to take action as 

specified in the recommendation. 

The Committee shall provide the copies of the settlement, as recorded, to the 

Aggrieved Woman and the Respondent. 

However, where the Aggrieved Woman informs the Committee that any term or 

condition of the settlement arrived has not been complied by the Respondent, the 

Committee shall proceed to make an inquiry into the complaint. 

6. In all other cases, the Committee shall provide a copy of the complaint statement to 

the Respondent with in a period of seven days of receipt of the complaint, and shall 

seek a written explanation from him/her within seven days of receipt of the copy of 

statement of complaint. 
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7. The Committee will hold a meeting with the Aggrieved Woman within seven days of 

receipt of the complaint. 

8. The date and time of the meeting shall be notified in writing by the Committee to 

both the Aggrieved Woman and the Respondent. 

9. The Aggrieved Woman shall be provided with a copy of the written explanation, 

submitted by the Respondent, within seven days of receipt of written explanation. 

10. If the Aggrieved Woman does not wish to depose personally due to embarrassment 

of narration    of the event, a lady officer shall meet the Aggrieved Woman and 

record the statement. 

11. Thereafter, the Respondent may be called for a deposition before the Committee 

and an opportunity will be given to the Respondent to give an explanation. 

12. If the Aggrieved Woman or the Respondent desires to tender any documents by way 

of evidence before the Committee, they shall supply duly signed original copies of 

such documents. 

13. If the Aggrieved Woman or the Respondent desires any witness/es to be called, they 

shall communicate in writing to the Committee the names of the witness/es that they 

propose to call. 

14. The Committee shall provide every reasonable opportunity to the concerned parties 

for putting forward and defending their respective cases, and call upon witnesses 

mentioned by both parties. 

15. In the event the complaint does not fall under the purview of Sexual Harassment or 

the complaint does not amount to an offence of Sexual Harassment, the same would 

be dropped after recording the reasons thereof. 

16. Where both parties are Employees, the parties shall, during the course of inquiry, be 

given an opportunity of being heard, and a copy of the findings shall be made 

available to both the parties enabling them to make representation against the 

findings before the Committee.  

17. The inquiry shall be completed with a period of ninety days. 

REDRESSAL 

1. The Committee shall communicate its findings and its recommendations for action to 

the Management Team (MD, CEO/COO, and HR Head) within 24 hours of closing of 

enquiry. 

2. The report of the Committee shall be treated as an enquiry report on the basis of 

which an Employee at fault can be awarded appropriate punishment straightaway. 
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3. The HR Head will direct appropriate action in accordance with the recommendation 

proposed by the Committee and the Management. 

4. Disciplinary actions that may be taken include but are not limited, to the following: 

¶ Warning 

¶ Written apology from offender, 

¶ Bond of good behaviour 

¶ Transfer 

¶ Debarring from supervisory duties 

¶ Denial of employee benefits like increments/promotion/salary correction etc. 

¶ Cancellation of specific work assignment 

¶ Suspension 

¶ Dismissal 

5. The Management shall take appropriate disciplinary actions in case: 

¶ The complaint/ allegation is found to be false or malicious 

¶ The Aggrieved Woman or any person making the complaint has made the 

complaint knowing it to  be false 

¶ The Aggrieved Woman or any other person making the complaint has 

produced any forged or misleading document 

¶ Any witness has given or produced false evidence, forged or misleading 

document(s). 

6. The final decision shall be communicated in writing to the Aggrieved Woman and the  

Respondent. 

7. If either party desires to make an appeal against the decision, he/she may appeal in 

writing to the Managing Director within seven days of communication of the order, 

and that appeal shall be decided within one month. 

FREQUENCY OF MEETING AND QUORUM 

1. The Complaints Committee shall meet as and when the complaint is made. 

2. The quorum of the Committee shall be 2. However, the member of NGO/person 

familiar with the issues relating to sexual harassment shall be present in the meeting. 

3. The decision of majority shall be final and binding. 

4. The minutes of every meeting shall be recorded in the Minutes Register maintained 

for the purpose by the Presiding Officer, or a person nominated in writing by the 

Presiding Officer. 

INTERIM MEASURES 

During the pendency of an inquiry, on written request made by the Aggrieved 

Woman, the Committee may recommend the Management to: 

¶ Transfer the Aggrieved Woman or the Respondent to any other workplace or 
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¶ Grant leave to the Aggrieved Woman up to a period of three months or 

¶ Grant such other relief to the Aggrieved Woman as it may think fit. 

The leave granted to the Aggrieved Woman shall be in addition to the leave she 

would be otherwise entitled to. 

 

GENERAL GUIDELINES 

1. In case the Committee finds the prima facie case exists and is coverable under the 

Indian Penal Code, appropriate action shall be initiated by the Management for 

lodging a Police Complaint. 

2. Each complaint of Sexual Harassment shall be dealt with utmost confidentially and 

on priority  by the Committee. 

3. The Management shall provide all necessary assistance for the purpose of ensuring 

full, effective and speedy implementation of this policy. 

4. Any incident which occurs as a result of an act or omission by any third party or 

outsider, the Management shall take all steps necessary and reasonable to assist 

the affected person in terms of support and preventive action. 

5. All matters raised at the respective Plant shall be resolved along with the Plantôs 

Committee. 

6. The report of the complaint received, resolved and pending shall be sent to the 

Corporate Complaints Committee and Management on a quarterly basis. 

RESPONSIBILITIES 

Employees 

Employees should familiarize themselves with the key elements of the policy and 

should: 

1. Refrain from committing any acts which amount to sexual harassment at the 

Workplace. 

2. Report incidents of Sexual Harassment without fear or favor. 

3. Create an environment of conduciveness for co-workers to work together without 

fear of harassment. 

HODs and Managers 

HODs and Managers are encouraged to: 

1. Provide appropriate working conditions in respect of work, leisure, health and ensure 

there is no hostile environment at the work place. 

2. Report any complaint or grievance immediately to the concerned authorities.  
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3. Ensure there is no retaliation or retribution happening at the workplace where the 

supposed action is to have taken place. 

4. Implement the disciplinary action. 

HR Department 

The HR Managers are encouraged to: 

1. Conduct necessary communication and training across the company, with respect to 

sexual harassment at the workplace. 

2. Ensure this policy is communicated, explained and handed over at the time of 

induction of every Employee. 

3. Ensure appropriate training is provided to members of the Complaints Committee 

(s), including training on gender sensitivities. 

4. Provide sufficient security at the entry as well as the exit points and in cases where 

women employees are transported from and to the work place working in late shift 

hours. 

5. Provide appropriate medical assistance, if any need may so arise. 

6. Keep separate vehicles ready to meet emergency situations, such as hospitalization, 

whenever there is a case of injury or harassment etc. 

7. Clarify to employees on any queries related to this Policy. 

INFORMATION DISSEMINATION 

1. The Company shall display, at any conspicuous place in the workplace, the penal 

consequences of sexual harassments and also the constitution of Committee. 

2. The Internal Committee shall, in each calendar year, prepare in such form at such 

time as may be prescribed in the Act, an annual report and submit to the employer 

and the District Officer. 

3. The employer shall include in the annual report, the number of cases filed, if any, 

and their disposal under the Act. 

In case of any amendment(s), clarification(s), circular(s) etc. issued by the 

relevant authorities, not being consistent with the provisions laid down under 

this Policy, then such amendment(s), clarification(s), circular(s) etc. shall 

prevail upon the provisions hereunder and this Policy shall stand amended 

accordingly from the effective date as laid down under such amendment(s), 

clarification(s), circular(s) etc. 
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Date: ***** 

Place: Kolkata 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

10.                           INTEGRATED MANAGEMENT SYSTEM (IMS) 

            ISO 9001:2015, ISO 14001:2015, OHSAS 18001:2007 
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11.                                                        Gift Policy 
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Gifts and Entertainment: 

When we make a gift to a customer, a government official or any third party, we 

should keep the following in mind:  

It is not done to obtain or retain business or gain an improper advantage in business; 

It is lawful under the laws of the country where the gift is being given and permitted 

under the policies of the client; It constitutes a bona fide promotion or goodwill 

expenditure; It is not in the form of cash; The gift is of nominal value (on an individual 

and aggregate basis);  

The gift is accurately recorded in the Companyôs books and records; In any event, 

you must  comply with our gifts and entertainment policy. 

Accepting Gifts: The same principles apply if a customer or supplier wishes to give 

us a gift or any other token of their appreciation. 

However, receiving such gifts or entertainment must never affect employee judgment 

or decision-making, nor should they be offered in return for favourable treatment 

from others. 

The Company encourages the culture of appreciation and building relationships and 

thus expects a token of gratitude such as sweets, chocolates offered as a goodwill of 

gesture in the festive seasons.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

12.                                           New Recruitment Requisition Form 

 
 

Recruitment Policy/Guidelines 



57 
 

Human Resources  
 

 
  

Annexure - 1 

 
MANPOWER REQUISITION FORM (MRF) 

1. Name of the Position  

2. 
Is the position approved in the 

Manpower budget? 

 

3. 
If it is a replacement vacancy, please 

mention in place of whom. 

 

4. Incumbent due Retirement - 

5. New Incumbent to join by  

6. 
Brief Job Profile (Please attach a 

sheet if required). 

 

7. 

Academic 

Qualification/     Mandatory 

Professional 

Certification       Preferred 

 

8. Preferred Age (From- To)  

9. 

Experience Required & Nature of 

Experience (Industry/ Sector Specific 

Experience) 

 

10

. 
Salary Offer (Net/Gross ï pm/pa) 

 

 

Initiated by:  Recommended  by :  Approved by :    

Name :  Name :  Name : 

 

  

Signature  

Signature 

 

Signature 

  

Date :  Date :  Date :   

 

 

  

 

13.                                  Interview Evaluation Form 
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